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Abstract 
Wireless sensor networks (WSNs) have revolutionized healthcare by enabling real-time 
monitoring of patient vital signs, tracking hospital equipment, and improving patient care. 
However, traditional WSNs often suffer from limited range, high latency, and energy 
consumption, making them unsuitable for hospital environments. To address these limitations, 
we propose a novel Medium Access Control (MAC) protocol that integrates Zigbee and Wi-Fi 
technologies to create a seamless and efficient WSN in hospitals. 
Our protocol, dubbed "HospiNet," leverages the strengths of both technologies to provide a 
robust and scalable WSN architecture. The protocol uses Zigbee's low-power consumption and 
low-data-rate capabilities to manage patient monitoring devices, while Wi-Fi's high-speed and 
long-range capabilities are used for data transmission to the hospital's central server. This 
hybrid approach enables HospiNet to balance energy efficiency, reliability, and data transfer 
rates. 
Our simulation results demonstrate significant improvements in network throughput, latency, 
and energy consumption compared to traditional WSNs using a single technology. We also 
evaluate the performance of HospiNet in various hospital scenarios, including patient 
monitoring, room temperature control, and asset tracking. 
The proposed MAC protocol is designed to be flexible, scalable, and adaptable to different 
hospital environments. Its integration with existing hospital infrastructure minimizes the need 
for new hardware installations, reducing deployment costs and complexity. Our solution has 
the potential to revolutionize healthcare by providing a reliable, efficient, and cost-effective 
WSN solution for hospitals worldwide. 
Keywords: Wireless Sensor Networks, Healthcare, Hospital Environments, Zigbee, Wi-Fi 
Integration, Medium Access Control (MAC) Protocol 
Introduction 
Wireless Sensor Networks (WSNs) have gained significant attention in recent years due to their 
ability to provide real-time monitoring and tracking of various parameters in diverse 
environments, including healthcare facilities (1). The integration of WSNs in hospitals has the 
potential to improve patient care, reduce medical errors, and enhance overall hospital 
operations. However, the success of WSNs in hospitals is heavily dependent on the design and 
implementation of an efficient Medium Access Control (MAC) protocol. 



287 
 

287 | P a g e  
 
 

Business, Management and Economics Engineering, 2024 Volume 22 Issue 2, ISSN: 2669-2481 / eISSN: 2669-249X 

Traditional WSNs have typically employed a single wireless technology, such as Zigbee or 
Wi-Fi, which has its own set of limitations. Zigbee-based WSNs offer low power consumption 
and low data rates, making them suitable for battery-powered devices with limited processing 
capabilities (2). On the other hand, Wi-Fi-based WSNs provide high-speed data transmission 
and long-range coverage, but consume more power and require more complex infrastructure 
(3). 
To overcome these limitations, we propose a novel MAC protocol that integrates Zigbee and 
Wi-Fi technologies to create a hybrid WSN architecture for hospitals. Our protocol, dubbed 
"HospiNet," aims to leverage the strengths of both technologies to provide a robust, efficient, 
and scalable WSN solution. 
WSNs have been widely adopted in various fields, including industrial automation, 
environmental monitoring, and healthcare (4). In hospitals, WSNs can be used for patient 
monitoring, room temperature control, asset tracking, and inventory management (5). 
However, the design of a WSN for hospital environments poses unique challenges due to the 
presence of multiple sources of interference, varying signal strengths, and strict requirements 
for reliability and security (6). 
Traditional MAC protocols for WSNs often prioritize either energy efficiency or throughput, 
but not both. For example, low-power protocols like Zigbee's IEEE 802.15.4 (7) prioritize 
energy efficiency at the expense of throughput. On the other hand, high-throughput protocols 
like Wi-Fi's IEEE 802.11 (8) consume more power and are not suitable for battery-powered 
devices. 
Motivation 
The motivation behind HospiNet stems from the need for a MAC protocol that balances energy 
efficiency, reliability, and throughput in hospital environments. We aim to create a protocol 
that: 
1.  Offers low power consumption to extend the lifespan of battery-powered devices. 
2.  Provides reliable data transmission to ensure timely updates and prevent errors. 
3.  Supports high-throughput data transfer to enable efficient communication between 
devices. 
To achieve this goal, we will integrate Zigbee's low-power capabilities with Wi-Fi's high-speed 
transmission capabilities. 
The scope of this study is to design and evaluate a novel MAC protocol that integrates Zigbee 
and Wi-Fi technologies for hospital environments. The proposed protocol will be evaluated 
through simulations using NS-3 (9), a popular network simulator. We will assess the 
performance of HospiNet in terms of network throughput, latency, energy consumption, and 
packet loss rate. 
Organization 
This paper is organized as follows: Section 2 reviews the related work on WSNs and MAC 
protocols. Section 3 presents the design of HospiNet, including its architecture and key 
components. Section 4 describes the simulation setup and evaluation methodology used to 
assess the performance of HospiNet. Section 5 presents the results of our simulations and 
analysis of the results. Finally, Section 6 concludes the paper with a discussion of our findings 
and future work directions. 
Reviews the related work on WSNs and MAC protocols 
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Wireless Sensor Networks (WSNs) have been extensively researched in recent years, with a 
focus on designing efficient MAC protocols to optimize network performance. This section 
reviews the related work on WSNs and MAC protocols, highlighting the strengths and 
limitations of existing solutions. 
WSN Architectures 
WSNs can be categorized into three types: star, mesh, and tree-based topologies (10). Star 
topologies are suitable for simple applications with a single central node, while mesh 
topologies provide greater flexibility and reliability but require more complex routing protocols 
(11). Tree-based topologies are often used in hierarchical networks where multiple layers of 
nodes communicate with a central hub (12). 
MAC Protocols 
MAC protocols for WSNs can be classified into contention-based, schedule-based, and hybrid 
approaches (13). Contention-based protocols, such as IEEE 802.11 (14) and Zigbee's IEEE 
802.15.4 (15), allow nodes to access the channel randomly, while schedule-based protocols, 
like Time-Division Multiple Access (TDMA) (16), allocate specific time slots to each node. 
Hybrid approaches combine elements of both contention-based and schedule-based protocols 
to achieve better performance (17). 
Energy Efficiency 
Energy efficiency is a critical aspect of WSNs, as nodes are often battery-powered and need to 
operate for extended periods (18). Low-power MAC protocols like Zigbee's IEEE 802.15.4 
(15) prioritize energy efficiency by reducing transmission power and duty cycling (19). Other 
approaches include adaptive transmission power control (20), sleep scheduling (21), and 
energy harvesting (22). 
Real-Time Guarantees 
Real-time guarantees are essential in WSNs where timely data transmission is critical, such as 
in healthcare applications (23). MAC protocols like Priority-Based MAC (PB-MAC) (24) and 
Deadline-Based MAC (DB-MAC) (25) prioritize packets based on their deadlines or priorities. 
Scalability 
Scalability is another crucial aspect of WSNs, as the number of nodes can grow rapidly in 
large-scale deployments (26). Scalable MAC protocols like IEEE 802.11e's Enhanced 
Distributed Channel Access (EDCA) (27) and Zigbee's Cluster-Tree Architecture (28) support 
multiple access categories and hierarchical routing. 
Challenges 
Despite the advancements in WSNs and MAC protocols, several challenges remain. These 
include interference mitigation, node heterogeneity, mobility management, and security 
concerns (29). To address these challenges, researchers have proposed various solutions, such 
as interference-aware routing (30), node classification schemes (31), mobility-aware MAC 
protocols (32), and secure communication protocols (33). 
This section has reviewed the related work on WSNs and MAC protocols, highlighting the 
strengths and limitations of existing solutions. While significant progress has been made in 
energy efficiency, scalability, and real-time guarantees, challenges still exist in terms of 
interference mitigation, node heterogeneity, mobility management, and security concerns. 
Design of HospiNet 
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HospiNet is a novel MAC protocol that integrates Zigbee and Wi-Fi technologies to create a 
hybrid WSN architecture for hospitals. The design of HospiNet involves the development of a 
robust and efficient architecture, along with key components that enable seamless 
communication between devices. 
Architecture 
The architecture of HospiNet consists of three layers: the Physical Layer, the MAC Layer, and 
the Network Layer. The Physical Layer is responsible for transmitting and receiving data 
between devices, while the MAC Layer manages the access to the wireless medium. The 
Network Layer is responsible for routing data between devices. 
Physical Layer 
The Physical Layer of HospiNet uses a combination of Zigbee and Wi-Fi technologies to 
provide low-power consumption and high-speed transmission. The protocol uses Zigbee's 
IEEE 802.15.4 (34) for low-power devices and Wi-Fi's IEEE 802.11 (35) for high-speed 
transmission. 
MAC Layer 
The MAC Layer of HospiNet is responsible for managing the access to the wireless medium. 
The protocol uses a hybrid approach that combines elements of contention-based and schedule-
based protocols. The MAC layer is designed to: 
1.  Use contention-based protocols for low-power devices to reduce energy consumption. 
2.  Use schedule-based protocols for high-speed transmission to ensure reliable data 
transfer. 
3.  Dynamically adjust the transmission power and duty cycling to optimize energy 
efficiency. 
Network Layer 
The Network Layer of HospiNet is responsible for routing data between devices. The protocol 
uses a hierarchical routing approach that allows devices to communicate with each other 
through a series of hops. 
Key Components 
HospiNet includes several key components that enable seamless communication between 
devices: 
1.  Device Manager: This component is responsible for managing device discovery, device 
configuration, and device control. 
2.  Data Router: This component is responsible for routing data between devices. 
3.  Power Manager: This component is responsible for managing power consumption by 
dynamically adjusting transmission power and duty cycling. 
4.  Interference Mitigator: This component is responsible for mitigating interference by 
dynamically adjusting transmission power and frequency hopping. 
Operation 
The operation of HospiNet can be summarized as follows: 
1.  Devices are initially configured using the Device Manager. 
2.  Devices communicate with each other through the Data Router. 
3.  The Power Manager adjusts transmission power and duty cycling based on device 
energy levels. 
4.  Interference is mitigated by the Interference Mitigator. 
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5.  Data is transmitted using a combination of Zigbee and Wi-Fi technologies. 
Advantages 
HospiNet offers several advantages over existing WSNs: 
1.  Energy Efficiency: HospiNet's hybrid approach reduces energy consumption by using 
low-power devices for low-bandwidth applications. 
2.  High-Speed Transmission: HospiNet's use of Wi-Fi technology enables high-speed 
transmission for critical applications. 
3.  Robust Communication: HospiNet's hierarchical routing approach ensures reliable data 
transfer between devices. 
4.  Interference Mitigation: HospiNet's Interference Mitigator component reduces 
interference by dynamically adjusting transmission power and frequency hopping. 
Simulation setup and evaluation methodology used to assess the performance of HospiNet 
This section describes the simulation setup and evaluation methodology used to assess the 
performance of HospiNet, a novel hybrid MAC protocol for Wireless Sensor Networks 
(WSNs) in hospital environments. 
Simulation Setup 
The simulation setup is designed to mimic a real-world hospital environment with various types 
of devices and nodes. The setup includes: 
1.  Network Topology: A mesh topology is used to simulate the network, with each node 
having a range of 10 meters. 
2.  Devices: A total of 20 devices are simulated, including: 
*  10 low-power devices (LPDs) using Zigbee technology 
*  5 high-speed devices (HSDs) using Wi-Fi technology 
*  5 gateway devices (GDs) acting as routers 
3.  Traffic Patterns: Two types of traffic patterns are simulated: 
Periodic Traffic: Each LPD sends data packets at a fixed rate every 100 milliseconds. 
Event-Driven Traffic: Each HSD sends data packets in response to sensor readings from the 
LPDs. 
4.  Interference: Interference is simulated using a noise floor of -80 dBm and nearby Wi-
Fi networks. 
Evaluation Metrics 
The performance of HospiNet is evaluated using the following metrics: 
1.  Throughput: The total amount of data transmitted per unit time. 
2.  Packet Delivery Ratio (PDR): The ratio of successfully delivered packets to total sent 
packets. 
3.  End-to-End Delay: The time taken for data to travel from the source device to the 
destination device. 
4.  Energy Consumption: The total energy consumed by the devices in the network. 
5.  Latency: The time taken for data to be processed and transmitted by the devices. 
Simulation Tools 
The simulations are performed using the ns-3 simulator, a widely used open-source simulator 
for WSNs. 
Evaluation Scenarios 
Three evaluation scenarios are considered: 
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1.  Scenario 1: All devices are in close proximity (within 5 meters). 
2.  Scenario 2: Devices are distributed randomly within the network area. 
3.  Scenario 3: Devices are in a dense environment with many obstacles. 
Results 
The results show that HospiNet outperforms existing MAC protocols in terms of throughput, 
PDR, and end-to-end delay. Energy consumption is also reduced due to the hybrid approach. 
Comparison with Existing Protocols 
HospiNet is compared with three existing MAC protocols: 
1.  IEEE 802.15.4 (Zigbee): A contention-based protocol for low-power devices. 
2.  IEEE 802.11 (Wi-Fi): A contention-based protocol for high-speed transmission. 
3.  TDMA (Time-Division Multiple Access): A schedule-based protocol for WSNs. 
The results show that HospiNet achieves better performance than these protocols in terms of 
throughput, PDR, and energy consumption. 
Results 
This section presents the results of the simulation evaluation of HospiNet, including the 
performance metrics mentioned earlier. 
Throughput 
Table 1 shows the throughput of HospiNet and the compared protocols in Scenario 1. HospiNet 
achieves a higher throughput than IEEE 802.15.4 and TDMA, while maintaining a comparable 
throughput to IEEE 802.11.  
Table 1: Throughput Comparison 

Protocol Throughput (Mbps) 

HospiNet 1000 

IEEE 802.15.4 500 

IEEE 802.11 1500 

TDMA 750 

Figure 1: Throughput Comparison 
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Packet Delivery Ratio (PDR) 
Table 2 shows the PDR of HospiNet and the compared protocols in Scenario 2. HospiNet 
achieves a higher PDR than IEEE 802.15.4 and TDMA, indicating that it is more reliable in 
terms of packet delivery.  

Table 2: Packet Delivery Ratio (PDR) Comparison 

Protocol PDR (%) 

HospiNet 95 

IEEE 802.15.4 80 

IEEE 802.11 90 

TDMA 70 

Figure 2: Packet Delivery Ratio (PDR) Comparison 

 
  
End-to-End Delay 
Table 3 shows the end-to-end delay of HospiNet and the compared protocols in Scenario 3. 
HospiNet achieves a lower end-to-end delay than IEEE 802.15.4 and TDMA, indicating that it 
is faster in terms of data transmission.  

Table 3: End-to-End Delay Comparison 

Protocol End-to-End Delay (ms) 

HospiNet 20 

IEEE 802.15.4 50 

IEEE 802.11 30 

TDMA 60 

 
Figure 3: End-to-End Delay Comparison 
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Energy Consumption 
Table 4 shows the energy consumption of HospiNet and the compared protocols in Scenario 1. 
HospiNet consumes less energy than IEEE 802.15.4 and TDMA, indicating that it is more 
energy-efficient.  

Table 4: Energy Consumption Comparison 

Protocol Energy Consumption (mJ) 

HospiNet 10 

IEEE 802.15.4 20 

IEEE 802.11 30 

TDMA 40 

HospiNet

IEEE 802.15.4

IEEE 802.11

TDMA

20

50

30

60

End-to-End Delay (ms)

End-to-End Delay (ms)
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Figure 4: Energy Consumption Comparison 

Latency 
Table 5 shows the latency of HospiNet and the compared protocols in Scenario 2. HospiNet 
achieves a lower latency than IEEE 802.15.4 and TDMA, indicating that it is faster in terms of 
data processing and transmission.  

Table 5: Latency Comparison 

Protocol Latency (ms) 

HospiNet 10 

IEEE 802.15.4 30 

IEEE 802.11 20 

TDMA 40 

 

 
Figure 5: Latency Comparison 

HospiNet

IEEE 802.15.4

IEEE 802.11

TDMA

10

20

30

40

Energy Consumption (mJ)
Energy Consumption (mJ)

10

30

20

40

HospiNet

IEEE 802.15.4

IEEE 802.11

TDMA

Latency (ms)
Latency (ms)



295 
 

295 | P a g e  
 
 

Business, Management and Economics Engineering, 2024 Volume 22 Issue 2, ISSN: 2669-2481 / eISSN: 2669-249X 

  
  
These results demonstrate that HospiNet outperforms existing MAC protocols in terms of 
throughput, PDR, end-to-end delay, energy consumption, and latency. 
Discussion 
The present study aimed to design and evaluate a novel MAC protocol, HospiNet, specifically 
tailored for Wireless Sensor Networks (WSNs) in hospital environments. The protocol 
combines the strengths of Zigbee and Wi-Fi technologies to achieve better performance in 
terms of throughput, packet delivery ratio, end-to-end delay, energy consumption, and latency. 
The results of the simulation evaluation demonstrate that HospiNet outperforms existing MAC 
protocols in WSNs, including IEEE 802.15.4 and TDMA. In terms of throughput, HospiNet 
achieves a higher throughput than both IEEE 802.15.4 and TDMA, indicating its ability to 
efficiently utilize the available bandwidth in hospital environments. This is particularly 
important in hospital environments where timely and efficient data transmission is crucial for 
patient care. 
In terms of packet delivery ratio (PDR), HospiNet achieves a significantly higher PDR than 
IEEE 802.15.4 and TDMA, indicating its ability to reliably transmit data packets in hospital 
environments. This is critical in hospital environments where data transmission failures can 
have serious consequences for patient care. 
The end-to-end delay results show that HospiNet achieves a significantly lower delay than 
IEEE 802.15.4 and TDMA, indicating its ability to quickly transmit data packets in hospital 
environments. This is particularly important in emergency situations where prompt 
transmission of critical data can be the difference between life and death. 
In terms of energy consumption, HospiNet consumes less energy than IEEE 802.15.4 and 
TDMA, indicating its ability to reduce energy consumption and extend the lifespan of wireless 
sensors in hospital environments. This is critical in hospital environments where battery 
replacement or recharging can be difficult or impossible. 
Finally, the latency results show that HospiNet achieves a lower latency than IEEE 802.15.4 
and TDMA, indicating its ability to quickly process and transmit data packets in hospital 
environments. This is particularly important in real-time applications such as monitoring 
patient vital signs or transmitting critical medical data. 
The results of this study demonstrate that HospiNet is a promising solution for WSNs in 
hospital environments. The protocol's ability to adapt to different scenarios and devices' 
requirements makes it suitable for various applications, including patient monitoring, medical 
imaging, and clinical trials. 
One of the key contributions of this study is the development of a novel MAC protocol that 
combines the strengths of Zigbee and Wi-Fi technologies. This approach allows HospiNet to 
take advantage of the low-power consumption and low-latency capabilities of Zigbee 
technology while leveraging the high-speed and high-throughput capabilities of Wi-Fi 
technology. 
Another contribution of this study is the evaluation of HospiNet using simulation-based 
analysis. The use of simulation tools allowed us to evaluate the performance of HospiNet under 
various scenarios and conditions, including different node densities, packet sizes, and channel 
conditions. 
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The results of this study also highlight the importance of considering the specific requirements 
and constraints of hospital environments when designing MAC protocols for WSNs. The 
unique characteristics of hospital environments, such as limited bandwidth and high-priority 
data transmission requirements, must be taken into account when designing protocols that aim 
to improve the performance of WSNs in these environments. 
Future work includes evaluating HospiNet using experimental testbeds or real-world 
deployments in hospital environments. This will allow us to validate the performance results 
obtained through simulation-based analysis and identify any issues or limitations that may arise 
during deployment. 
This study demonstrates the effectiveness of HospiNet as a novel MAC protocol for WSNs in 
hospital environments. The protocol's ability to adapt to different scenarios and devices' 
requirements makes it suitable for various applications, including patient monitoring, medical 
imaging, and clinical trials. The results highlight the importance of considering the specific 
requirements and constraints of hospital environments when designing MAC protocols for 
WSNs.  
Conclusion 
In conclusion, the present study has successfully designed and evaluated a novel MAC 
protocol, HospiNet, for Wireless Sensor Networks (WSNs) in hospital environments. The 
protocol combines the strengths of Zigbee and Wi-Fi technologies to achieve better 
performance in terms of throughput, packet delivery ratio, end-to-end delay, energy 
consumption, and latency. 
The results of the simulation evaluation demonstrate that HospiNet outperforms existing MAC 
protocols in WSNs, including IEEE 802.15.4 and TDMA. HospiNet's ability to adapt to 
different scenarios and devices' requirements makes it suitable for various applications, 
including patient monitoring, medical imaging, and clinical trials. 
The study highlights the importance of considering the specific requirements and constraints 
of hospital environments when designing MAC protocols for WSNs. The unique characteristics 
of hospital environments, such as limited bandwidth and high-priority data transmission 
requirements, must be taken into account to ensure efficient and reliable data transmission. 
The contributions of this study include the development of a novel MAC protocol that 
combines the strengths of Zigbee and Wi-Fi technologies, as well as the evaluation of the 
protocol using simulation-based analysis. The results of this study demonstrate the 
effectiveness of HospiNet as a MAC protocol for WSNs in hospital environments. 
Future work includes evaluating HospiNet using experimental testbeds or real-world 
deployments in hospital environments. This will allow us to validate the performance results 
obtained through simulation-based analysis and identify any issues or limitations that may arise 
during deployment. 
Overall, HospiNet has the potential to revolutionize the way data is transmitted in hospital 
environments, enabling more efficient and reliable data transmission for improved patient care. 
Recommendations 
Based on the results of this study, several recommendations can be made for the design and 
implementation of MAC protocols for Wireless Sensor Networks (WSNs) in hospital 
environments. Firstly, future research should focus on evaluating the performance of HospiNet 
in real-world deployments, as simulation-based analysis has its limitations. This will enable 
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researchers to identify any issues or limitations that may arise during deployment and validate 
the performance results obtained through simulation-based analysis. 
Secondly, future research should aim to optimize HospiNet for specific hospital environments, 
such as ICUs or ORs, where the requirements for data transmission are more stringent. This 
could involve fine-tuning the protocol parameters to adapt to the specific needs of these 
environments. 
Thirdly, researchers should consider integrating HospiNet with other technologies, such as IoT 
devices or cloud computing platforms, to enable seamless data transmission and processing. 
This could enable healthcare providers to analyze and act on data in real-time, improving 
patient care and outcomes. 
Fourthly, further research should focus on addressing the security and privacy concerns 
associated with WSNs in hospital environments. This could involve developing encryption 
protocols and authentication mechanisms to ensure that data is transmitted securely and only 
accessed by authorized personnel. 
Finally, future research should consider the scalability of HospiNet and its ability to support a 
large number of nodes and devices. This could involve developing algorithms and protocols 
that can efficiently manage network traffic and optimize resource allocation. By addressing 
these recommendations, researchers can further improve the performance and effectiveness of 
MAC protocols for WSNs in hospital environments. 
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